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1. Setting up the DataCentre

1.1 Overview
The DataCentre is a staralone monitoring unit capable of monitoring a variety of different
factors including but not lintéd to temperature, humidity, gas leak/level detectiorn2@8mA
outputs, digital fault signals, energy monitoring and roaming temperatures (for refrigerated
vehicles etc).

The unit provides a simple graphical interface allowing the userto view real tanesssystem
set points and historical data. In addition to the on screen display of data, the internal Ethernet
port allows for connection of a PC to interrogate the system via a standard web browser.

The DataCentre can recordal time data from senssivia
1 Wireless (Upto 120 Sensors).
1 Up to twenty networked modules each with eight hardwired inputs viathe RS485
network. (Hardwiredremperatureand Digital Fault Signals only).
1 One of its own eightinternal inputs. (Hardwirédmperatureand Digital Falt Signals
only).

122 KFGQa Ay GKS 062E
Within the base station packaging you will find:

1 1x Base Station attached to a Wall Plate via its 2 retaining screws
1 Commercial Grade MMC Cargbre installed into the base station

{ 1x RF Antenna

1 1x5 Volt Twist Lock P@vSupply

1.3 DataCentre in detail

: ‘
Back Front Side
1. DC Power In 5. Eight Sensor / Digital Inputs 9. Antenna for Wireless sensors
2. External Modem Connection 6. Expansion Socket 10. User Keypad
3. Volt Free Relay Contact 7. Status Lights 11. USB Port
4. MMC Storage Device 8. High Contrast display 12. Ethernet Socket

1.4 Locating the base station
The base station should be mounted on the wall plate provided located against a flat wall.
When mounting the base station ensure a power socket and network connection (for systems
to be networled) are within the reach of the relevant cables.
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Only the power supply supplied with the base station must be used with this system.
Replacements are available from your systems retailer.

Push through lugs are provided on the wall plate for the powbleéand any other associated
cables) to be located through. Once installed the base station is secured to the wall plate using
the 2 retaining screws provided.

2. Menu Operation

Alarm status LEDs
Warning @
®
scare e G-
The display comprises of a series of menus. The navigation keys (up, doapeand enter)
are used to move the cursor around the screen and in and out of the different menus. The up

and down keys move the cursor directionally. The enter key selects and enters the menu while
the escape key is used to exit the menu.

Alarm «

Main MenuScreen
23-1-14 09:12:15

Current Status
Alarms ( 8 )

Historic Data
System Settings
Set Up

2.1 Current Status
MAIN MENU> CURRENT STATUS
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The status menu provides real time status information of the devices being moniftned.
screen will display the status screen as below. Use the keypad to scroll through the devices
being monitored

1C Frozen Food Device name

-1 7 ’ 8 Current sensor reading

Status : OK

| -30 | H I 30 @ High & Low alarm set points

OK - Sensor reading is within set parameters

Alarm pending xx - Pending alarm, alarm will occur in xx minutes.

Alarm - Alarm.

Defrost xx - System has been on defrost for xx minutes.

After Defrost xx - After defrost, device has xx minutes to return within set parameters.
OFF - Device switched Off.

The list above details the common status information. A comprehensive list for all sensors types
can be found at the back of the manual.

2.2 Alarms
Each monitored device has a set of alarm thresholds so that the unit can determine ifitis
functioning within set parameters. When athreshold is exceeded the system first generates a
warning. During this period the status ofthe sengok f £ OKLI y3S (ahddetaif + NY t S
how long the device has been operating outside its limits. The warning LEDstill fla

After the warning delay has expired the unit generates an alarm. The alarm buzzer will sound
and the red alarm LED will flash. The audio alarm can be muted by pressing any key on the
keypad

In normal operation pressing any key on the keypad willertbhe audio alarm and
acknowledge the alarm.

The system can be also be configured so that the user has to acknowledge an alarm by entering
a password. In this instance details of the user who acknowledged the alarm are also stored
with the alarm event.

With the setting of acknowledge alarms on, the device will continue to be in an alarm state
until the user has acknowledged it, even if the alarm has cleared. The audio alarm will restart
every 10 minutes until the alarm is acknowledged.

Allalarmfunctiod | NB dzy RSNJ 46 KS KSIFRAyYy3 a! f I Nyag 2y (K

2.3 Reviewing Alarms
MAIN MENU> ALARMS
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Alarm/Data Log
Acknowledge Alarms

Current Alarms(xx)

Alarm / Event Log

The 3 choices offed by this menu give the user the ability to;

1 Acknowledge Alarms
o If passcode acknowledge is onthen the user will have to enter their passcode
and outstanding alarms on the system will be marked as acknowledged and the
alarm/event log updated.
o LT LI&aao02RSs 01y26ftSRAS Aa 2FF GKSy |
I O1y26t SR3IS fFN¥Yasg gAftft o K
1 Current Alarms (xx>
o Thisshows a list of allment alarms on the system, the user can select any
alarm shown on the listand enter to see the details of the alarm.
1 Alarm/EventLog
o Thisgivesallistofthe last current 200 alarm & events in the systems memory.
Archived alarms & events can be assed using the systems web interface.

2.4 Historic Data
Using the builtin display users have the ability to directly review sensor datain a listor
graphical interface and export data to the builtin USB port for further analysis, review or
retention shouldhey desire.

2.5 ReviewingHistoric Data
MAIN MENU> HISTORIC DATA

Historic Data

Alarm/Event Log

Export to USB
Print Status

This menu selection gives the user the options to:

1 Data LogrSelect ID/NameSelect Date>Select Table or Graph
o Once the appropriate selection is made the datarequested is shown on the
base station LCD screen.
1 Alarm/Event Logr
o Thisgivesalistofthe last current 200 alarm & events in the systems memory.
Archived alarms & events can be accessed using the systems web interface.
f Exportto USB-Choose Hourly HTML or GSVate>DaysBacklgL) oH RIF @34 Q ¢ 2 NI |
data)->Create Report (ensuring a USB stick is in the systems USB port).
0 Generated report will automatically save to the USB stick
i Print Status>
o Only available when an optional Tektroniks printeris installed

10
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o0 When selected the baseation gives a print of the current readings of all
sensors currently installed.

3. System Settings

MAIN MENU>SYSTEM SETTINGELECT USER
The system settings menu allows users assigned the Manager level function to carry out some
minor changes to the systeconfiguration.

From factory only the Configurator access levelis set, the DEFAULT CONFIGURATOR
PASSWORD ON NEW SYSTEMS IS 7601

To make any changes on any of these menu functions the User will need to enter their passcode
to proceed.

Manager Menu

Set Clock
Scheduler
Set Points
Print Scheduler

3.1 Inhibit/Enabé
MAIN MENU>SYSTEM SETTINGELECT USEIRHIBIT/ENABLE
This function allows the User to inhibit alarms from a single or multiple sensors.

Commonly used when the equipment that is being monitored is off line for repair/maintenance.

Path to follow is
Inhibit/Enable>Select Type (choose where in the system the sensor to be inhibited/enabled is
located)}>Choose the sensor and inhibit/enable using the enter key.

3.2 Set Clock
MAIN MENU>SYSTEM SETTIN(SELECT USESRET CLOCK
This function allows the Mangé make updates to the clock time within the system.
Daylight saving must be updated manually by the Manager in countries where daylight
saving applies.

Path to follow is
Set Time> Set Hou> Set Minute> Set Date> Set Month> Set Year Set Clocto update.

3.3 Scheduler
MAIN MENU>SYSTEM SETTINGELECT USERCHEDULER
The scheduler allows the manger to set functions performed by the base station to be based on
a 7 day time scheduler. This scheduler has functionality foradiednd then 4 ober timed
based functions that can be set.

11
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This allows the Manager to set the times at which the builtin Volt Free Relay will activate in the
case of alarms. Often an auto dialleris attached viathe Volt Free Relay hence the name Dial
out. Ths allows the flexibility for the company to have dalt alarms onlyeing sent outside

of business hours.

This function is often used to stop dial out calls during periods when staff are actively available
to react to eitherthe audible or email alarnssued by the system.

Path to follow is
Scheduler> Dialout> Select Day Set Off time> Set On time> Save (Repeat for each day of
the 7 day schedule).

This zone is specifically used within the supermarket industry and is only comililvidnen
Tektroniks Refrigeration Controllers are connected to the base station.

These are 3 times function zones that can be used to auto inhibit sensor readings and therefore
alarms for set periods based on the 7 day scheduéehBensor can be attached to a single
Zone function for monitoring purposes.

This function is often used within production environments where monitoring is only required
during set working hours (as no temperature critical materials are stored in thress autside

of production times). This reduces the risk of alarms being sent at times where temperature
control is not critical and reporting functions are no longer required.

Path to follow is
Scheduler> (Zonep Select Day Set Off time> Set On the-> Save (Repeat for each day of the
7 day schedule).

See to Section 3.5 SET POINTS for more information and steps for attaching a sensor to a timed zone.

MAIN MENU>SYSTEM SETTIN(GSELECT USEBRET POINTS
This series of menus allows foetmanagement of high and low set points and alarm delays on
the base station, controlling how a sensor alarms and attaching sensors to timed Zones.

Each sensor on the system will need to have alarm set points and delayss#th# system
will referto the default for the sensor type added and this may causeeressary alarms.

Path to follow is
Set Points>Alarm Set points>Select sensor type (location on systes§elect SenserAmend
Hi Alarm/Lo Alarm/Alarm Delay Sae (follow procedure for each device on the system)

Remember not all alarms will need their profile or time function changed. These only need to
be amended when required. As defaultthe systemsat to Reading for profile and Always for
time. This means that the system is reading and recording the data at all times.

Path to follow is

12
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Set Points> Alarm Mode>Select sensor type (location on systenfjelect Senseor Select
Prfile & or Time>Savegfollow procedure for each device on the sysémmecessary where
alarm profile or time zone appligs

Profiles (prfile)

1 Reading; an alarm is generated on the actual reading of the sensor only

1 Allcan alarmis generated on all aspects of the sens@glings, communication or if
the sensordetects it has a fault

1 Noneg¢no alarm is generated and no action is taken for the sensor

1 Commg; alarms based on the device losing communication with the base station only

1 IP/Emaik will alarm on reading and cormumication but will only email/IP and does not
soundthe internal buzzer or grinter (Tektroniks Printer Only).

1 Buzz/Print will alarm on reading and communication but will only activate the internal
buzzer or a printer (Tektroniks Printer Only)

1 Unused (zailable to be defined by the user)

3.5 Printer Scheduler
MAIN MENU>SYSTEM SETTINGELECT USERRINTER SCHEDULER
Only applicable if an accessory Tektroniks Printer has been added to the system.
Printout scheduler allows the user to automatically prirg turrent readings at set points
during the day, these set points are based on timed intervals that can be a minimum of every 2
hours and a maximum of just once a day.

Path to follow is
Printer Schedulep Set Printouts Per Day (frorll2)-> Save

4. SetUp

MAIN MENU>SET UBSELECT USER

From factory only the Configurator access level is set, the DEFAULT CONFIGURATOR
PASSWORD ON NEW SYSTEMS IS 7601

The System Configurator level password has the ability to make changes to the entire system,
Any of the 10 sstem users can be set up at an engineering level to have these access rights,
however the manufacture suggest that these access levels are carefully controlled by the
system owner.

For the system owners data security, the default password should be chahging the initial
setting up of the system.

Setup Menu

Configure System

IP Settings

Global Settings
Site Administration
Build Version

Path to follow is
Main Menu>Set Up> Select User

13
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5. Configure System

MAIN MENU>SET UBRCONFIGURE SYSTEM

This menuis used to add/remove and configure sensors to the base station. Itis also the area
used to add calibration offsets, view the wireless statistics for devices as well as to make some
configuration changes to the wireless settings.

Configure Menu

Add device

Configure device

Remove device
Calibrate device
View Wireless Stat
Configure Wireless

5.1 Add Device
MAIN MENU>SET UBCONFIGURE SYSHADD DEVICE
To add any sensor to the system this menu sedeanust be used. Logging a sensor onto the
systemis s 2 step process, the initial step is to add the device, the second step is covered in 4.3
Configure Device.

Path to follow is
Main Menu>Set Up> Select UserConfigure SystemAdd Device-Selectype (see below for
explanation of typespSet RefSet Dese>Set I/G>Add Device

Explanation of Terms

->Select Type
On this screen the choice of type that are shown are:

1 Refrigerated;fortemperature sensortypes that are being used to monitor frozen,
chilled orambient temperature zones (Maximum Temperature +45 degrees C)

1 Hotc fortemperature sensor types that are being used to monitor ambient to hot
temperature points (Maximum Temperature +200 degree C)

1 Monitoring Pointg Used for Humidity, Roamirand 420mA sensortypes (Temperature
Sensors can also be included as monitoring points)

1 Meterq Used for Pulse Counting Sensor Types
1 Fault¢ Used for Digital Input Sensor Types when monitoring faultinputs
1 Repeater Used when adding a signal repeaterbetwireless system to improve sensor
range and when creating wireless meldite networks for compatible wireless sensors.
->Select Ref

This is the systems pairing identifier with the sensor and forms part of the unique 1D that the
sensor and base statiomlapt when paired. The ref chosenis user defined however the best
practice seen with other users is defined below.

Key points when setting the System Ref:

9 Each sensorcan be given aunique reference, the base station referencing system
allows for up to he numerical value 130to be chosen, the user can then also segregate
sensors into categories Ato J in each of these 130 segments.

14
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0 BestPractice Wheninstalling a single sensorinto adefined location itis best
to choose a ref of 1A, fora sensor going a second location 2A and so on. If
more than one sensor is beinginstalled in a chosen location then naming of 1A,
1B, 1C, etcallows for those sensors to be grouped together.

o Typical ExampleSite with 3 small cold stores with 1 sensor each anellarge
store area with 3 sensors. Add the devices as 1A, 2A, 3A for the 3 small cold
stores and 4A, 4B,4C for the large store area.

1 Temperature Mappingwhere alocation has more than 1 sengas in the example
above)itis possible to have an averagktheir temperatures shown on the base
station. To achieve this 1A should be added as a monitoring point, 1B, 1C, 1D can be
added as their normal sensortype. During Configuration Device (see Section 4.3) 1A
can be setup as a mapping device whichshidw the average of all the sensors in the
chain behindit (i.e. 1B, 1C, 1D etc).

->Select Desc (Sensor Description Name)

This allows for each sensor to be given a description name, there are defaults that are seton
the base station, however these are ljuliser configurable when the base station is Network
ConfiguredSee Section 10.2 Configure Devicddp description name has to be added at the add
device level and best practice is to amend device names once the system has been networked.

->Select/O(Sensor Input Type
As defaultthis is set as Wireless as the majority of applications on which the base station is used will
be wireless installations, however below explains the choices that can be selected.

il
f

1

I/0->Wireless used for communication withlecompatible wireless sensors.
I/0->Internal¢used when connecting a hardwired temperature sensor or digital input to

one of the base stations 8 internal sensors.

I/O->Ext Board 32 This allows for the addition of hardwired temperature and digital input
sensors using compatible extension boards via the RS485 Network Connection on the base
station.

MAIN MENU>SET UBSELECT USERONFIGURE SYSHEMNFIGURE DEVICE
Configuring the device is the process where the actual sensors to betsedired with the
base station against the devices added in section 4.2 Add Device.

Depending on the device type the configuration process changes see details below by device
type.

Path to follow is
Main Menu>Set Up> Select UserConfigure SystemConfigure DevieeSelect Type

(Refrigerated or HotpSelect Added Device (Ref Description scre&#t DeseSet I/P2>Save
(only if changes are made)Find Senser Find Devie

SetDes¢ (Sensor Description Name)

This allows for each sensor to be given a description name, there are defaults that are seton
the base station, however these are fully user configurable when the base station is Network
ConfiguredsSee Section 10Qonfigure Devices)No description name has to be added at the
configuredevice level and best practice is to amend device names once the system has been
networked.
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SetI/P2> (Digital Input Settings)
Where the temperature sensor also has a digital itrthen the SetI/P2is used to setthe input
for the digital sensor. Fora standard temperature sensor the input should be left as the default
a2FTFED
1 Door NG>for door monitoring with a door that has a normally open contact type for
the sensorto be wird to.
1 Door NG for door monitoring with a door that has a normally closed contact type for
the sensorto be wired to.
Inhibit¢for inhibiting the input of the digital element of the sensor only
Trapped N@ where used as a secondary trapped person alavmiy ¢for a trapped
person alarm with a normally open contact type for the sensor to be wired to.
1 Trapped NCwhere used as a secondary trapped person alarm agity a trapped
person alarm with a normallglosedcontact type for the sensorto be wired.to

= =4

Path to follow is

Main Menu>Set Up> Select UserConfigure SystemConfigure DevieeSelect
Type(Monitoring PointpSelect Added Device (Ref Description scre&et Dese>Set Sener
>Save (only if changes are maddjind SenserFnd Device

Set Dese (Sensor Description Name)

This allows for each sensor to be given a description name, there are defaults that are seton
the base station, however these are fully user configurable when the base station is Network
ConfiguredsSee Seitin 10.2 Configure DevicesNo description name has to be added at the
configuredevice level and best practice is to amend device names once the system has been
networked.

Sensor> (Define the Sensor Type)
A choice of sensortypes are available to ck®trom, below is an explanation of how the
system treats each of these.

1 Un-configured>The default setting, sensors can be logged on and they sensor
configuration changed and saved at a later date. Thisis commonly done when added 4
20mA sensors usedifaonitoring nonstandard input sensorsi.e. Air Flow Sensor. The
configuration of the £20mA setup is completed thought the networked web interface
(see Section 10.5 System Setting€)nce configuration is completed through the web
interface the optiorwill become available to select within the Sensaarea of the
configuration menu.

1 NTC 5kK> for temperature monitoring using standard Tektroniks 5K resistance NTC
sensor.

1 NTC 3K3Akk for temperature monitoring using the Tektroniks supplied 3K3 reststan
NTC sensor.

1 PTC HighTempfortemperature monitoring with Tektroniks probe type PT1000 probes
with a temperature range 6#0 to +200.

1 PTC LowTemp fortemperature monitoring with Tektroniks probe type PT1000 probes

with a temperature range o200 to+40.

Humidity-> for humidity (%RH) monitoring with a Tektroniks humidity probe.

Murco Gas> for gas leak/level monitoring using a Murco Gas sensor communicating

with the base station using a Tektronik@mA sensor.

1 Roaming 5k for temperature monitorig with Tektroniks Roaming Probes.

= =2
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Path to follow is

Main Menu>Set Up> Select UserConfigure SystemConfigure DevieeSelect Type(Meter)
>Select Added Device (RefDescription scre&@8t Dese>Configure MetetReset Reading (if
required}>Sae Changes Find SenserFind Device

Set Dese (Sensor Description Name)

This allows for each sensor to be given a description name, there are defaults that are seton
the base station, however these are fully user configurable when the base statietwsik
ConfiguredSee Section 10.2 Configure Devicddp description name has to be added at the
configuredevice level and best practice is to amend device names once the system has been
networked.

Configure Metet> (configure how the pules countingrssor defines the pulse data)
A choice of sensortypes are available to choose from, below is an explanation of how the
system treats each of these.

1 Type>Plse CounteyDefault
1 Units>the displayed units of measurement
0 KWh¢gUsed for Energy Monitoringnewing Kilo Watts per hour used.
0 M3h ¢ Used for Gas Usage Monitoring showing Meters Cubed per hour used.
0 I/sgUsed Liquid Monitoring showing Litres per second used.
1 Ratio>What a single pulse represetsach meter will have a setting which will tell
the userwhat a pulse on that meter represents in terms of units used.
o 1Pis 1K I pulseis 1 kilowattper hour
0 1P is 10K 1 pulseis 10 kilo watts per hour
0 1P is 100K 1 pulseis 100 kilo watts per hour
0 1pis 1M¢ 1 pulseis 1 metercubed perhour
0 1pis5L¢1 pulseisb litres perhour

Reset Reading

The System Configurator has the ability to reset the reading for the configured device on the
display. On entering the resetreading the default protection is yes (on), this willnot allow a
reset to tke place, update protect of no (off) and the reset. The reading on the system will be
reset.

Path to follow is

Main Menu>Set Up> Select UserConfigure SystemConfigure DevieeSelect Type (Fauit)
>Select Added Dese (Ref Description screermpet Dese>Configure Inputs> Fault Input>Save
Changes> Find SensesFind Device

Set Des¢ (Sensor Description Name)

This allows for each sensorto be given a description name, there are defaults that are seton
the base sttion, however these are fully user configurable when the base station is Network
ConfiguredSee Section 10.2 Configure Devicddp description name has to be added at the
configuredevice level and best practice is to amend device names once the skatebeen
networked.

Configure Inputs> (Configuring the Digital Input Sensor)

Each Digital Input Sensor can take a digital signal from up to 4 other devices. These inputs can
be configured on each of the digital input sensors.
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Fault Input> (up to 4 ca be configured per Digital input Sensor)

1 Input>
o Off-Inputis switched off
0 1,2,3,4¢ Selects the sensor input selected for monitoring
T Invert>
o 58FldzA G ab2¢ b2N¥Yrffe /f2aSR CldzZ G wSfl
and this creates an alarm.
o & h ¥ Warmaly Open Fault Relay on the monitored device is closed and this
creates an alarm.
1 Timer>A delay timerfor the relay fault alarm can be set in minutes before digital input
sensor sends alarm signal to the base station.

Path to follow is
Main Menu>Set Up> Select UserConfigure SystemConfigure DevieeSelect
Type(RepeaterySelect Added Device (Ref Description scredfind Device

At the end of the configuration processfrr OK &Sy a2 NJ 6 KS dzaSNJ 4Sft SO0 3

Find Device>

f al2fR GKS .dzid2y 2y (KS ¢ AdqMBdsdgeishowspfiA G d wS
the base station display and a bar countdown begins. Atthis point press and hold the
wireless button on the wirless sensor until its LED flashes once. Release the button and
the base station will tell you;
0 45SPA0S F2dzy R LINBaa lyeée odzitdz2y (42 O2yiA
length from the base station and repress the wireless button, the sensor LED
shoud flash twice. Ifitflashes one quick flash it has not paired successfully and
you will need to repeat the process above.
o G5SPA0S y2i0( C2dzyR vdzA 0 2 FTAYA&AK 2Ny
pairing was unsuccessful and you will need to carrytioe above pairing
process once more
o Once paireditis best practice to write the system sensor reference numberin
the ID box on the front of the sensor (i.e. 1A ect). This stops confusion when
adding and configuring a number of sensors at one time.

Allwireless sensors & repeaters are paired to the base station in the same way. Remember,
repeaters will require mains power for operation, including during pairing.

The process for replacing arepaired sermothe system is identical to the process for pairing
a sensor.

For a System Configurator looking to over write an existing sensor the process is fairly simple,
find that sensorin the base stations via the configuration menu, press find the sensoreand th
find device(as per the Find Deviceprocess in How to Pair a Sensor & Base Station)

Path to follow is

Main Menu>Set Up> Select UserConfigure SystemConfigure DevieeSelect Type(Device
Type}>Select Added Device (Ref Description scredfindSensor>Find Device
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Once paired this new sensoris sending the data being recorded by the base station and can be
swapped with the sensorto be replaced, no other changes need to be made as the
configuration (name, set points, etc) are copied to the newsor by the base station
automatically.

MAIN MENU>SET UBSELECT USEBONFIGURE SYSHREMOVE DEVICE
Remove Device allows System Configurator to remove a device from the system should their
system requirement change, this method permatignemoves a device.

Path to follow is

Main Menu>Set Up> Select UserConfigure SystemaRemove DeviceSelect Type>Select
Added Device (Ref Description screeRYyessing the enter key will delete the device from the
system.

MAIN MENU->SET UBSELECT USEBONFIGURE SYSFEMLIBRATE DEVICE
This allows the System Configurator to enter calibratiorsetfs for devices after calibration of
the sensors have been completed (and should aqsét be required).

Path to follow is
Main Menu->Set Up> Select UserConfigure SystemCalibrate DeviceSelect Type>Select
Added Device (Ref Description screer)ser Offset (autosave when Escape button pressed)

Repeat for each sensor that requires a calibration off set being entered.

Whenthe user offsetis updated then the Calibrated reading will automatically change on the
screen and this will be the recorded data in the systems memory going forwards.

MAIN MENU>SET UBSELECT USERONFIGURE SYSFRNEW WIREEE STAT
This allows the System Configurator to view the wireless performance of each sensor on the
base station.

Path to follow is
Main Menu>Set Up> Select UserConfigure SystemView Wireless StatSelect Type
>Select Added Device (RefDescripftnscreen)y Wireless Details View

Key points shown are

1 Qualityg This the % signal quality, this wants to be greater than 70%
1 Strengthg This is the % strength of the signal being received by the base station. As
long as the quality is above 70% théwetstrength is not such a concern, if it falls below
35% then a repeater may be needed to create a mesh for this sensor.
f Repeatedd @ Saé¢ 2NJ ay2¢ La | NBLISFISNIKFGAYy3I G2
to receive data.
Bat. Used % of the battery sed, once at 90% the batteries should be replaced.
If checking a repeater you will be shown the number of hops (how many repeats are
required to get the data back to the base station).

= =4
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5.6 Configure Wireless
MAIN MENU>SET UBSELECT USHBONFIGURE SYSPENMNFIGURE WIRELESS
This allows the System Configurator to make some basic changes to the systems wireless
configuration.

Path to follow is
Main Menu>Set Up> Select UserConfigure SystemConfigure Wireless

Comms T.oput

This is the amount of timihe system will wait before alarming if it loses communication with
wireless sensors paired with the base station. Defaultis 45 minutes, but this can be redefined
by the System Configurator to the users requirements.

Net Settings>

1 NetAddressg thisisauto defined by the system and should not be amended

1 Channetthe default on the systemis setand only needs to be changed should more
thanl base station be used on the same site. The channelis basically a band within the
wireless frequency that theystem is set to operate within. During normal operation it
should not be changed.

91 Data Rate; set to 60¢ 1/60 hourly readings (1 per minute). There is not an advantage
to change this setting and it should be left at the default 1/60 of an hours readiag

6. IP Settings

MAIN MENU>SET UBSELECT USER SETTINGS

This menu grouping allows the System Configurator to control how the base station is
networked and communicates over that network.

IP Settings
Mode: Static IP

IP Configuration
IP Dial-out

IP Information

IP Bureau Access

How to Network a Base Station (or Connect to PC/Laptop
Toconnecta base station to a network, PC/Laptop is a simple as connecting using a standard
ethernet cable and the base stations builtin ethernet point.

The ethernet cable can then be connected to a free ethernet point on the user network or
directly intoa PC/Laptop.

How to set the base station to communicate via the network orto a PC/Laptop are explained in
the following chapter on IP Settings.

6.1 Mode
MAIN MENU>SET UBSELECT USHR SETTINGS®SIODE
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The IP Mode allows the System Configurator to sebtse station to operate in on of 3
networked options those 3 options are explained below.

Path to follow is
Main Menu>Set Up> Select UserIP SettingsgMode->IP Mode

For IP mode changes to take effect the base station needs to reboot. To effbca pgess
Escape key from the IP Settings Menu. The selected IP mode is thenin operation.

Static IP Mode
This allows the System Configurator to set the base station to a static IP address on their
network. The benefit of the static IP is that it doex change (unlike DHCP Client). This means
that even if the network loses power on reboot the users network will assign the base station
the same IP address. This stops the user having to rediscover the IP from the base station and
re-enterinto their peferred web browser (the static IP can be saved as a favourite or desk top
icon).

DHCP Server IP Mode
This allows the base station to communicate to a pc/laptop directly via an ethernet connection.
The base station is acting as a server and givesolR ¢hat can be easily located on the
PC/Laptop being used. This option is frequently used when setting the system up on installation
as all can be done on a laptop/pc before hand. Where the user wants to connect to a dedicated
PC or Laptop this opticzan also be used but it will limit the alarm capabilities of the system
and is not recommendedrlhe base station should not be connected to a user network in
DHCP Server mode as this may cause network errors for the user.

DHCP Client IP Mode
This allowshe users network to automatically assign an IP to the base station. The assigned IP
given by the network is available to review within the IP Configuration menu (see Section 6.2 IP
Configuration). This IP can be entered into the users preferred wefkdacand they will have
access to the base station. Though this makes for an easier install of the system the down side
is that should the users network assign the base station anew IP then any link saved within
their preferred web browser would need tee updated.

6.2 IP Configuration
MAIN MENU>SET UBSELECT USHR SETTINGH CONFIGURATION
Once the Mode has been selected the IP Configuration can be viewed and for Static IP it can be
FYSYRSR (2 YSSG (GKS dzaSNRa ySiGdég2N] NBIjdzA NBYSY

IP Configuration

IP 192.168.0.125
Msk  255.255.255.0

Gwy 192.168.0.1
Prm  192.168.0.1
Alt 8.8.4.4

http port 80

Path to follows
Main Menu>Set Up> Select UserIP SettingsMode->IP Configuration

Below is a brief explanation of the elements seen in the IP Configuration menu.
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1 IP->This isthe internetaddress for the base station that needs to be used in any
standard internebrowser to communicate with the system via a network

1 Msk-> Network Mask The network mask identifies which part of an IP address is to be
used for an operation, such as making a TCP/IP connection.

1 Gwy> Network Gatewag This is dP addressn a TCP/IPetwork that serves as an
access pointto another network.

1 Prm>Primary DNS ServeThis ighe IP address for the primaBNS queries.
1 Alt->Alternative DNS Servdhis is a seealary to the primary DN&ove.
1 Http port-> This is the network communicaii port that is required to communicate

with the network.
Below explains how the IP configuration seen is based on IP Mode selected previously.

9 Static Modeg In static mode the user will need to input the Static IP details they wish to
set. Users with aiil department normally request this data from that department, for
other users their Network Provider will be able to give this data. The IP configuration
shown are default settings that are purposely set to be outside the range of the
customers system. h these setting the system will not work on their network until
these are amended.

1 DHCP Serveiin this mode the base station acts as a DHCP server and give the
connected laptop/computer an IP address in order that the systems can communicate
with eat other without being on a networkThese settings are not changed by the
customer.

1 DHCP CliemtThe network server assigns the settings when the base stationis
connected. The IP needsto be putinto a web browser on a network connected
PC/Laptop andccess will be given to the web options on the syst€éhese settings
are not changed but automatically assigned by the connected network.

MAIN MENU>SET UBSELECT USHR SETTINGEP DIAIOUT

The base station can be setto automaticallgpalarm notifcations in atext format over IP to

an alarm bureau. The System Configurator can setthe IP address for the alarm to be sentto,
the network communication port to be used and the ability to enable this function.

Each base station can pughup to 3 alarm IP addresses.

Path to follow is
Main Menu>Set Up> Select UserIP SettingsIP Diabut->IP Address (XX)

IP Address (X»)

1 Addr¢ IP addressto push alarm too. Thiswould be supplied by the alarm bureau.

1 Port¢the network communicton portto be used

 HriB¢HeartBeatA ¥ A6 A GOKSR (2 ahyé¢ GKS aeadasSy aSy
message to the bureau to confirm access is available and the system is operational.

1 Eng Enablegto switch the alarm push on and off.

Cleared Alarms

Thebase station can be setto send an alarm notification when the alarm on the system clears.

. @ RSTlrdzZ G GKA& Aa asSd G2 anh¥¥Fe y24d Of SINBR |
activated.
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MAIN MENU>SET UBSEECT USERP SETTINGENFORMATION
This screen shows the base station MAC address.

MAIN MENU>SET UBSELECT USHR SETTINGBUREAU ACCESS
The base station can lw®nfigured to allow a remote bureau access data on the base station to
bring the recorded data into theif8party monitoring application.

The System Configurator can set the port access, access type and to enable this function.

Path to follow is
Main Menu>Set Up> SELECT USHR Settings*|P Bureau Access

Port->
Port¢ the network communication port to be used
Type>

I TCR; Uses Tektroniks Protocol to communicate with the base station

1 UDPc¢ Uses Tektroniks Protocol to communicate with the base station

1 Modbusc A form of TCP communication protocol that sets out the meltbd
communication in a standardised format

Bureau Access requires the relevant bureau to manage the access to the base station, the
protocol requirements are available from the system manufacturer to relevant companies upon
request.

Use>

1 Off¢ Bureau acessis switched off

1 T/O¢Bureau accessis open butwill close after a period of inactivity and a new
connection process will be required to gained by the bureau when the next request
information.

1 OpengBureau accessis permanently open and the connedimes not close.

Because of the wide choice of network/routers on the market we do not have stuffiest
knowledge to give guidance in this document on how to set up remote access for a base station
on each individual system itadlation.

However, below we have highlighted the common guidelines to gain remote access. The user
will normally need to consult with their IT or network/router Internet supplier for further
assistance in gaining remote access.

1 A external Static IP address is requicghis static IP address would normally be
supplied by the users internet provider and will form the first part of the external
gateway to the base station.

1 Port Forwarding needs to be implemented on tneers network/router. What this
basically means is that the user will input the static IP address with a port id into their
web browser when away from the business, the network/router ports are aligned to
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forward this connection onto the internal port driP address set on the
network/router for base station.

0 example External Static IP and Port 65.38.150.14:88. Internal IP and port
192.168.0.1:5400 - 65.38.150.14 is the external static IP address for the
businesses network/router, 88 is the commurtioa port that the user has to
come into this network/router on. The network/router would be set to forward
the communication from port 88 to port 5400 (port set for the base station)
and web address 192.168.0.1. The external user would be automatically
directed by the network/router to the login screen of the internal base station.

7. Global Settings

MAIN MENW-SET UBSELECT USEHRLOBAL SETTINGS

This menu group allows the System Configurator to amend the configurable global settings of
the base station.

This allows the userto configure readings form a pulsed sensor to show the average current
reading being recorded based on an hours use. This allows this average to be displayed on the
system.

Path to follow is
Main Menu>SetJp-> Select UserGlobal SettingsAvrgWin

AvrgWin>

1 1 Hourgaveraged over an howarlast hours reading

1 % Hourg averaged over half hourlast half hours readings x 2 to give an hourly figure

1 % Hour averaged over quarter howglast quarter hours redings x 4 to give an hourly
figure

This configurethe pre-set device description names that can be selected when adding and
configuring devices. The user can choose betweemspteommon food or medicaidustry
descriptions.

However these descriptions can be fully modified using the web inteiace Configure
Devices).

Path to follow is
Main Menu>Set Up> Select UserGlobal SettingsProfile

Profile>

1 Foodc descriptions commonly found in foadtail stores
1 Medicalg descriptions commonly found in medical applications

This configurethe date formatinto either a European or USA date format mode.

Path to follow is
Main Menu>Set Up> Select UserGlobal SettingsDateFrh
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DateFmit>

1 Europearg Day¢ Month ¢ Year, date format
1 USAc Month ¢ Dayc¢ Year, date format

Controlg (For Use On Sites Using Tektroniks Refrigeration Controlers)

This allows the base station to control the operations of refrigeration controllers matunéat
by Tektroniks Ltd.

Path to follow is
Main Menu>Set Up>Select Usepr Global SettingsControl

Control>

1 Yes The site has Tektroniks Refrigeration Controllers installed and these are
connected to the base station using the RS485 Network Cdiamec

1 No ¢ The Default, no control of Tektroniks Refrigeration Controllers is required

Roam Hng Roaming Home

This configurebow the base station treats Tektroniks Roaming Sensors when they are at home
(back at site)

Path to follow is
Main Menu>Set Up> Select UserGlobal SettinggsRoam Hm

Roam Hre>

1 Disabled;default setting, when at home the base station inhibits alarms and data
from the sensor.

1 Normal¢when at home the base station treats the sensor like a normal temperature
sensor and will @rm and record the data received.

Best Practice if items are stored in monitored unit when the roaming sensor is at home then
normal is commonly used as the user will want sensor data and alarm notifications.

8. Site Administration
MAIN MENW>SET UBSELEGTISER-SITE ADMINISTRATION
This allows the system configurator to set and administer the base station users and software.

Admin Menu

Systemn Options

Backup/Restore
Clear System
Software Update
Test Alarm

Path to follow is
Main Menu>Set Up>Select Usep Site Administration
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MAIN MENW>SET UBSELECT USERTE AMINIBATION>-MANAGE USERS

This menu group allows the System Configurator to set up the 10 users that can access the base
station, though these users are setup in 2 groups of Manager/User and Configure/Engineer all

can be given differing accessrightsdependagt G KS ae@adisSy 26y SNDa ySSR.

Manage User Screen Explained

1 User Privilegesthis allows the privileges (access rights) for each user to be set

1 Rst Web Passwonthis allows the user with User Management rights to reset the web
password for any other use

1 More Optiong; This allows for Secure Access to be turned on.

Path to follow is
Main Menu>Set Up>Select Usep Site AdministratiorrManage Users User Privileges

Select Usep
The user to be setup is chen an entered

1 Password A 4 digit base station passcode is assigned to the users, the user can

then change this to their own when logging in via web ac(&ss Section 14/15

depending on user access level)

Enable; Y/N¢ Yes switches the users on an@thare now active on the system

Ack Alarmg Y/N¢ Yes sets the user so that they have capability to acknowledge

alarms

1 Alarm Inhibitg Y/N¢ Yes allows this users to be able to inhibit alarms from devices

logged onto the base station

Scheduleg Y/N- Yesallows this user to be able amend the system scheduler

Adj Setpoiintg Y/N- Yes allows this user to amend and set new set points and

alarm delays for each device added to the system

1 Configureg Y/N¢ Yes allows this user for configuration access rightise bases
station and they can amend any system setting and the base station full
configuration

1 Manage Userg Y/N-Yes allows this user to enable/disable other systems users and
add/amend their access rights

= =

= =9

Path to followis
Main Menu->Set Up>Select User Site AdministratiorPManage Users Rst Web Password

This allows the user with User Management rights to reset the web password for any other user
to a default of 123; should a user forget their web password this allowsfogset to take
place

Select Usep
The user to be resetis chosen an entecglde default web password of 123 is created, the

users can then enter the base station viathe web and reset their own pasgaserdection
14/15 depending on user accessdgiv

Path to follow is
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Main Menu>Set Up>Select Usep Site AdministratiorrManage Users More Options>
Secure Access

Secure access sets the base station so that when accessed viathe web a user would need to
have User Privilge changes acknowledged by another user with equal access rights.

This stops a single user making changes to other users access rights.

MAIN MENW>SET UBSELECT USERTE AMINISTRATISSBIYSTEM OPTIONS
This menu group allows the System Ggurator to change some of the functionality of the
base station.

The systems builtin Volt Free Relay can be configured to operate from this menu.

Path to follow is
Main Menu>Set Up>Select Usr->Site Administratior» System OptionsRelay

Relay>

1 Onc¢Relayissetto onand will activate a connected device if an alarm should occur
1 Off¢ Relayis off and will not activate

The systems builtiBounder can be configured to operate from this menu.

Path to follow is
Main Menu>Set Up> Select User Site Administratios» System OptionsSounder

Soundes>

1 On¢The sounderwill make an audible noise in the event of an alarm until itis silenced

by pressing a keypad button, it will resound every 10 minutes until the alarmis

FOly26f SRASR ol aadzYAy3a FftFNY FOly26f SR3IS A
1 Off¢ The sounder will not make anoise in the event of an alarm

This forces the sers to acknowledge system alarm notifications by entering their passcode into
the base station or acknowledging viathe web interface.

Path to follow is
Main Menu>Set Up> Select User Site Administratiorr System OptionsKeypad Ack

Keypad Ack

1 OngThe users mustenter a passcode to acknowledge the alarm and the base station
records this acknowledgement in the droard memory of alarm events.

1 Off¢ Any press of the keypad will silence the base station and acknowledge an alarm.

Best Practice is to have the system set with keypad acknowledge on, this gives accountability
to uses for alarms and records who acknowledged an alarm and when.
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This allows the Configurator to set the system so that all menu options are aeavéhout the
need to enter a passcode.

Path to follow is
Main Menu>Set Up> Select User Site Administratios» System OptiorsPwd Persist

Password Persist

1 Onc¢Allmenu options are available without the need to enter a passcode.
1 Off¢ A passcodenust be entered to access restricted menus.

Best Practice is to have the system set with password persist off, this function should only be
used wheninitially setting up a base station as it removes all security for thepsaftthe
system.

This allows the Configurator to act in 2 different ways, first to follow the sounder or to activate
the dialout.

Path to follow is
Main Menu>Set Up> Select User Site Administratior» System OptionsRelayFunc

RelayFunc

1 Soundec the relay function will follow that of the internal sounder so act as an
external beacon (if an external beacon is attached)

1 Dialoutc will activate any attached dialler attached to the base station

MAIN MENWSSET UBSELECT USERTE AMIISTRATIONBACKUP / RESTORE
This allows the System Configurator to back up the configuration of the systerastock it¢
thisis not the data recorded by the system.

Path to follow is
Main Menu>Set Up> Select UserSite Administrabn->Backup / Restore

Protect> A
{6 AGOK (2 dab2¢é3x AF a,Sa¢ O2yFAIdzNI GA2y (KS

5

Perform>
Select BaclJp

Device>
MMC or USB selected (a USB memory stick must be inserted in the USB port for UBBetd)be

Start>
Pressing the Start button will back of the configuration to the chosen base station.

Path to follow is
Main Menu>Set Up> Select User Site Administratiorr Backup / Restore
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Protect>
{6AGOK (2 ab2és thedevicejsPratectedradha Acbaamilbé takan/

Perform>
Select Restore

Device>
MMC orUSB(location of Stored Data)

Start>
Pressing the Start button will Restore the configuration data to the chosen base station.

MAIN MENW-SET UBPSELECT USBERTE ADMINISTRATISBLEAR SYSTEM
This totally resets the system to the factory defaughould only be done in extreme
circumstances as it will render all datarecorded useless

Path to follow is
Main Menu>Set Up>Select> Site Administrigon-> Clear Systesm Reenter passcode
>Confirm> Select Clear System

Confirm>
{6AGOK (2 a,Sa¢sxs AT abz2¢ (GKS RSOAOS Aa LINRBGISO

5

MAIN MENWSSET UBSELECT USERTE ADMINISTRATI&IWP DATE SOFTWARE

This menwallows the System Configurator to update the both the device programme and the
web file software.Due to the propriety nature of the system, only propriety software supplied
by the manufacture should be used on the base station, do not attempt to add atimgr
programmes or software to the system.

When issuing new software the manufacture will supply detailed instructions of how to install
the updated software onto the systems MMC memory prior to the steps below being taken.

Path to follow is
Main Menu>Set Up>Select UsepSite Administratior>Update Software

Protect>
{ 6A G QK SVBEFIGKS RSOAOS A& LINE G S énid GpBRates wilRnoty 2 | O
take place

Program Software>
Selecting this will update the systems programme tiefe software version supplied

Web Files>
Selecting this will update the web interface files to the software version supplied

MAIN MENWU>SET UBSELECT USERTE ADMINISTRATI®NEST ALARM
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This sends a test signal to ensure that the al&unctions are correctly set up on the system.
All selected alarm functions will respond to this test signal.

Path to follow is
Main Menu>Set Up>Select UsepSite Administratior>Test Alarm>Select Test
The alarm functions set on the system willnbe activated.

MAIN MENW>SET UBSELECT USERTE ADMINISTRATIEBUILD VERSION
This menu gives details of the build version of the system software, when contacting the retailer
of manufacturer for support details from this menu may bguested.

5F01F/ SYOGNB h@SNI (KS

The easiestway to view data and adjust the system set points and set up is viaits

web access portal. The only system options that can only be done on the base

station and not viathe web is to add sensors and repeaters to the system. The web
network optional also need to be set at the base station prior.

To use this web functionality the base station needs to be connected to;

9 directly into a free network port with internal network access
1 directly into a PC/Laptop

For more information on setting up the IP address for web access see Section 6 IP

Settings

Best Practice d When setting up the base stationitis simplestto connectdirectlyto a
laptop and make all the set point and set up changes. Once done the base statio n
can be discounted from the power and fixed in its appropriate location, once the

base station is reconnected to power it will automatically start to communicate with

the sensors/repeaters logged to it.

Suitable Internet Browsers
The web function is desi gned to be accessed using most common standard internet
browsers, those tested and known to work with full functionality are:

1 Internet Explorer
1 Goodle Chrome
1 Mazoola Firefix

These browsers display the systemweb screens slightly differently but functionali ty on
the screens will be the same.

Other internet browsers may work with the system but may not have been fully
tested.
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9. Howto Connect Using a Web Browser

For the purpose of this guide Internet Explorer has been used to gather the screen
shots.

Login Bge
To access alogin page on a networked/pc -laptop connected base station then.

Path to follow

Open Internet browser -> Enter the IP address shown on the base s tation ->Login
Page will appear (al | youwill see onthe log in page is the option to e nter yo ur
username and password)

System Default Username & Password

Username: Configure

Password: 7601

Once a base station has been set up the configurator using this password must change their
login details.

9.1 Entry Screen Explained

Whenthen a user firstlogs in the screen first seen is the Dash Board, this gives an
overview of the systemand any currentissues/alarms.

qure , Logout

N

Wireless®
DATAcentre

8T e

E

Toolbar

- =G 2|

The tool bar is at the top left hand side of the screen and allows for some quick
functions to be performed.

From left to right

Print option 8 this will print the screen you are currently viewing
Bar Option & currently not used
Back Key Option & will take you to the last previously viewed screen

1
1
1
1 Refresh Option dwill refreshthe screen
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1 Graph Option dwill open the systems graphing  function to allow datato be
viewed in a graphical format

Date & Time
Next to the toolbox is the data and time information, check these are correct, if not
update O (See Section 13. Time)

My Site Name
This can be amended within the Setup screen to show the users business name

9.2 My Dashboard Sub Menus

Alarms/Fvents Reports Setup

The sub menus on the dash board reflect the sensor types that have been added to
the system, however these headers can be amended within the setup menu to user
defined names, however certain types of senso rs canonly be putinto head er

groups. To learn more see Section 10.5 System Settings & Dashboard Header Descriptions.

1 Overview dreturnsthe user to the main Dashboard Screen above

1 Temperature & Meters dthese are sensor group types and will be explained
further below

1 Scheduler - this allows the user to view the scheduler but does not allow them
to make changes to its set up.

1 Information & this screen gives general information about the system

Dashboard Overview

Overview

— g

The over view shows the grouped sensors, and inindication of any alarm statuses
within those sensors. Green shows no issues and ev erything is ok within that sensor
group, red means an alarm eventis currently happening within a sensor group.

Clicking on a sensor group takes you in to see the sensors within that group.

Unacknowledged Alarms

If there are unacknowledged alarms on the system then a star burst will show on the
right had side of the overview screen, this start burst will show the total number of
unack nowledged alarmevents . Untilthese alarmevent sare acknowledged the
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system will continue to show this start burst, even if the sensor is back within its
temperature range.

Inside a Sensor Group

Once a user clicks on a sensor group or a dashboard sub menu they are taken into
that gro up an d see an overview of the group devices , Wherethere are alarge
volume of devices the user wil | have multiple pages to view, these are scrolled
though using the previous and next buttons on the top right hand section of the
overview window.

Temperature : Overview << Previous | Next >>

Reference Description Low High Current Temp Status

1 Reference dthisisthe reference assigned when the sensor is first logged onto
the system

91 Description dthisis the name assigned to the sensor by the user in the Setup
menu

1 Low dthisisthe low set point for the sensor, this can be amended in the
following scr eens

1 High & high set point, like the low it can be amended in the following screens

1 CurrentTemp 0 the currentreadings being taken by the sensor

1 Status dthis shows the current alarm status of the sensor

Any item of text which is blue with an underline ca n be clicked on to gain access to
the nextlevel of information. Inthe above example the Descriptions are such and
by clicking on one the user is taken into the next level of sensor information.

Once clicked in more detail on the sensor and depending on the users access level
more options available.
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—
Temperature Detailed w
View Graph E Export to CSV 1A - Stores V

& current status

emperature 16.7 °C

£ Alarm Inhibit

h’;j Alarm Set Points

Detailed window explained

1 View Graph dthis opens the graphing function for this sensor, the graphing
function will be covered below in more detail

1 Exportto CSV 0 this opens a widow thatall ows the user to select a date (only
1 day at a time) and export the data for that day to a CSV format file for use
in other applications. Datais exported ata 5 minute recording interval.

1 DropDownBox dthis allows the user to choose another sensor and open that
sensors information

1 Previous/Next 0 this allowsthe user to open the next or previous sensors
information

9 Current Status 0 this shows the temperature and the alarm status of the sensor
viewed

1 BatteryUsed donwirelesssensors the level of the se nsor battery used will be
displayed here as a percentage.

1 AlarmInhibit & if the user has high enough access rights they can enter this
folder and select to inhibit the sensor. This stops the sensor showing alarm
data and on reports returns an Off notice. This is commonly used when an
appliance has broken down or switched off to stop false alarm signals being
sent.

1 Alarm Set Points & with high enough access rights a user can amend the
sensors set points and alarm characteristics fromthis folder, see belo w for
more information on this screen. Without the access rights a user can view
the current set points, alarm delay information and alarm profile.

Amending Alarm Set Points Over Web Access
Path to follow is
Login->Dashboard ->Sensor Group ->Choose Sensor ->Alarm Set Points -> Edit

Temperature : Edit Alarm Sel Points ‘
emperatore @Ezo 1@ ¢ | msmpone  [EETEE]
temperature v|1-30 ‘V C
m Delay &0 |G

Edit Alarm Set Points window explained
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1 High & Low Temperatures 0 these allow the users defined set points to be
entered

1 AlarmDelay & again a user defined alarmdelay can be entered, however
good practice is to have a minimum d elay of not less than 5 minutes.

1 Alarm profile dthis allows the sensor alarmto be profiled to how the user
wants the alarm to communicate issues with them. Alarm Profiles are explained

further in Section 10.5 System Settings 0 Edit an Alarm Profile
1 Upda te/cancel & update will make the changes made, cancel will return the

user to sensor ov er view screen without the changes being implemented.
o Once update is pressed the systemuses the new settings entered for
alarm purposes and records the changes made and the login details
of the person who made them to its memory.

Best practice & once all wireless sensors have been logged onto the base station the
set points can be updated easily and more quickly via the web function, once each
has been updat elttohdarebe agsdbldoxnbvé to the next sensor to be
adjusted. The updated process is thenrepeated for all sensors.

9.3 Alarm/Events Sub Menu
My Dashboard m Reports Setup

Current  Unacknowledged Historical  Most Frequent  Archive

Alarm/Events sub menu explained

9 Current dthis is a list of all current alarms on the system

1 Unacknowledged dthisis a list of all alarms that have occurred on the system
that have not yet been acknowledged. The actual sensor may no longer be
in an alarm status, however until a user acknowledges that alarmit will remain
on this status. Once an alarmisacknow ledged (and a user accepts
responsibility for the alarm) then this list will clear.

9 Historical dthisis a record of the last 200 events and alarms that have
occurred on the system.

1 MostFrequent dthe user canview the frequency of alarms by sensor.
1 Archive dthisis an archive of all alarm & events for the current memory life of
the system.
Current Alarms

Path to follow is
Login->Alarm/Events -> Current

Only sensors that have a current alarm event will show in this menu, if the alarm has
clearedthenit will be removed automatically fromthis list. Should it not be
acknowledged the alarm event will still show on the Unacknowledged alarm menu.

An alarm event will also hav e been created in the systems memory and will be
visible within the Historical/Arc  hive menus.
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Unacknowledged Alarms

Path to follow is
Login->Alarm/Events ->Unacknowledged ->Acknowledge Alarms

All alarms will appear in this list eveniif the alarm event has cleared. When a user
acknowledgesthese alarms the list will clear and the ackn owledgement will be
updated in the alarm eventin the Historical men u. When a user acknowledges an
alarm the systemassumes they hav e taken ownership of it and records their details

as the alarm acknowledger in this memory.

Alarms: Unacknowledged << Previous | Next >>

Date Time Reference Device Name Alarm
Device Alarm

Device Alarm

Historical

Path to followis
Login->Alarm/Events -> Historical

The historical menu shows the last 200 new alarm/event actions that have
happened on the system, the system records all changes, login and alarm details to
this historical menu before archiving themfully. Each eventis archived to the
Archive menu when it becomes the 201 stnewest event.

Alarm comments can be added while the device alarm event remains in the
historical menu, once the event has been mov ed to the Archive then no more

information can be added.

Alarms: History << Previous | Next >>

Date Time Reference Device Name Alarm
User Settings Upd
Web user login

Device Alarm

Device Alarm
Web user login
User Settings Upd
User Settings Upd
User Settings Upd
User Settings Upd

User Settings Upd
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Alarms: listory Window Explained

1 Previous/Next allows the user to scroll through the log, previous will take the user back
through the past 200 events (10 events per page)

i Date & Time; the date and time on which the alarm/event occurred

1 Reference & Device Nam# the event was an alarm then the sensors system reference
number & device name is displayed

1 Alarmc this shows both the alarms and events that have occurred. An Alarm or Event can
be selected to dig down and review the information further. Any recerd in blue and
underlined can be clicked, the detail window for this record will then open.

Alarm Details Window View
Path to follow is
Login>Alarm/Events> HistoricabDevice Alarm

Alarm details : Device Alarm Ii View Graph

Acknowledged

1 View Graplt this option will open the graphing functionstving the data up to the device
goinginto alarm

Deviceg shows the device system reference number and name

Asser; gives the asset name for a device if it has been added when creating the device
name inthe setup menu

Time/Dateg the time and date on whitthe alarm occurred

Reference;the alarm point temperature that trigged the alarm

Current Statug shows the status of the alarm

= =4

E N
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1 Acknowledged shows if details of alarm acknowledgement (if the alarm not been
acknowledged the User, Time/Date fields wélblank).
0 User¢ shows the userwho has acknowledged the alarm
o Time/Dategshows the time on date at which the user acknowledged
o Comment while in the Historic menu, users have the ability to add comments on
the alarm, once the record is archived theserenents cannot be added or

changed.

Path to follow is
Login>Alarm/Events> HistoricabEvent

Data seen in the event detail window will depend on the type of event being viewed. All actions on
the base station are recorded with dats of the user for each action being shown. This gives the
system owner full traceability of usage and any changes to the system.

Path to follow is
Login>Alarm/Events> Most Frequent

The most frequent alarm tool is a simple way for st@rview and pick up device alarm trends.
Within the window the user can look at the 10 most frequent alarms in the last week, 2 weeks or
month depending on their choice from a drop down menu.

The alarms are then shown in a table with the highest nunabeevice alarms shown at the top of
the list. As with other web functions the items in blue and underlined can be selected to drill down
to view data further.

Path to follow is
Login>Alarm/Events> Archive

The archive displays the systemsral@nd eventlogs for the current memory of the system. Where
records of these logs are required for longer than the systems memory capabilities-afpack

copy should be retainedAs these logs are HTM files the manufacture recommends they are
download and saved as a batlp on at least a weekly basis.

1 CurrentList thisis the current last 200 records on the system (as seen in the Historic menu
detailed above)
1 Month-Year alarms and events are stored by month and year to nthken easily
accessible, within the archive log each motymar tab contains the alarms and events that
occurred at that time. Selecting one of these will drillthe user down to the nextlevel
o0 Atthe nextlevel the userwill see the HTMfiles for the pdiin question, the
archive stores alarms & events in 200 unit blocks, therefore if the users system sees
600 alarms & events in a particular month that months archive record would show 3
HTM files containing this data. The highestfile on the listiséveest information
in that month.

38



PLNANER

PRESERVE / PROTECT / NURTURE

Archived HTM Document Explained

Archive Log - ALARM.HTM

T e [ oo L [ o |5 Lo |t | o] o | e

User
(Configure )

6915 Event 09/04/14 12:22 User Settings Configure details

Changed via Web updated,
Authorisation
NOT required
6914  Event  09/04/14  12:21 S logscl wa Configure
Heater fault
> Cleared fourjd,
Asset - engineer
6913 Alarm 09/04/14 01:39 1A Stores = Device Alarm 12:36 09/04/14 Configure 06:26
Name 09/04 called to
repair
9/4/2014
Board room
Cleared 3
=
6912  Alarm  09/04/14  00:29 ;an“'d N‘;’“ﬁ Device Alarm 12:36 09/04/14 Configure  06:45 heating
me 09/04 turned off

over night

1 ID¢the unique Alarm/Eventidentifier created by the base station when the alarm/event
occurs

Typeg shows if a system alarm of change event has occurred

Date & Time; show the date & tine that the event occurred

Device & Asset Ng.where an alarm event occurs the details of the sensor in alarm are
recorded and shown

Alarm/Event; details the reason for the log entry

Acknowledged for alarms only, shows the time and date the alarm wels@wledged

Byc¢ shows the user who made the change

Comment; gives details of system events and shows the comments on alarms where they
have been added.

E I

E

9.4 Reports Menu
My Dashboard Alarms/Events W

Archive Reports

Each day at midnight the base station automatically creates and saves a CSV and

HTLM version daily report. These saved reports are accessed via the Reports menu,

on entering the menu a list will appear in a Month -Year format which contains all

retained reports for the systems current memory. Asthese logs are HTMand CSV file
formatthemanufacture recommends they are download and saved as aiyack at least a weekly
basis.

Accessing a Report
Path to follow is
Login>Report> Select MonthYear> Select Day in CSV or HTML format

The selected report will then be downloaded to the ugardaptop.
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Daily HTML Report Explained

29/03/14 - Sat - My Site Name

| system | _Hs_| s | Max | Min | Avrg | 00:00 | 00:30 | 01:00 | 01:30 | 02:00 | 02:30 |

Refrigerated
1A Stores 27.0 14.0 15.6 13.6 14.4 14.8 14.7 14.6 14.5 14.4 14.3
1B Production 35.4 -14.5 16.9 15.1 15.9 16.4 16.3 16.2 16.0 16.0 15.8
1C Potting 25.0 14.0 18.3 15.8 16.8 7.2 17.1 16.9 16.8 16.7 16.6
1D Office 1 26.0 14.0 18.4 15.4 16.6 16.9 16.8 16.6 16.5 16.4 16.3
1E Board Rm 25.0 14.0 18.7 12.9 15.0 14.2 14.1 14.0 13.9 13.8 13.7
1F Canteen 26.0 14.0 18.9 17.3 18.0 18.9 18.8 18.7 18.6 18.5 18.4
1G Kitchen 25.0 10.0 19.0 17.3 17.8 19.0 18.9 18.8 18.7 18.6 18.5
Meters
1H Elec Meter 250 0 12 9 10 12 12 12 11 12 11

1 Datecthis shows the date for which the data on the report was recordéedthe above
report this shows that this reportis for 29/3/14 and the data shown is for that date.
1 Site Name; where a site name enteredithe setup menu will appear here on all HTML
reports generated
1 Systentlists all of the sensorlogged onto the base station
0 Where different sensor groups are used then the system shows the group header
prior to each of the sensors in that group
HS & L§ shows the high and low set points for each senor
Max & Min¢ shows the maximum and minimum reading recorded by the system over the 24
hour time period of the report
Avrgc shows the average reading recorded over the 24 hour time period of the report
Time¢ the report shows the readings recorded every 30 minutes over the whole 24 hour
time period.

= =4

= =

Recordings shown inred indicate

1 For Avrg; that the average reading means the sensor would be in an alarm status
1 For Timeg that the sensorwas in alarm at tmeeasured time indicated

Daily CSV Report Explained

CSV reports are downloaded in the same way as a HTML report, the data is identically laid out but
presented in the CSV format that can be manipulated by standard software packages.

In the CSV format alarmsues are not highlightin red as this functionality is not available via CSV.

10.Setup Menu
My Dashboard Alarms/Events Reports W

Setup Override Scheduler Time

The web setup menu allows authorised users to make changes to the systems
configuration, this menu is only available to users with a Configuration/Engineering
loginwho have been given accessrights. Manager and Users access levels will not
display the Setup Menu Screen.

10.1 Setup
Path to follow is
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Login>Setup> Setup

The setup menu allows Configuration level users to make a number of changes to the system, the
menu is splitinto 5 separate sections that allow for changes to be made to the system and its
functioning operations.

1

E N

Configure Devicesallows changes to be made to the sensors that have been added to the
system

User Management allows users to be creatkon the system and access levels set

Email Setup allows alarm and report email functions to be set up and activated

System Settingsallows for changes to be made to the base station settings

Downloadg; allows the userto download information on thase station and to save a

copy of the system configuration once set

10.2 Configure Devices

Configure Devices

nange Device Name - Calibrate Device - Set Devices for Bureau Access

Change Device Name

Path to follow is
Login>Setup> Change Device Nar¥Select DeviceChange DetaisUpdate

Devices: Configuration List

Reference Description

Menu Explained

l

f
il

Previous/Next used to scroll though all wireless devices that have been added to the base
station

Reference;the unique displayed system reference for each added device
Description; The current system name for the devices

To change a device name select the description of the devioe timnended (these are in blue and
underlined, click to select and enter the name change screen)

Within the name change screen the user can amend the following detalils;

f
f

1

Namec type in the name to appear on the base station disptayaximum 11 charactsr
Long Name type the name to appear on the system generated reports, this can be
different from the display namemaximum 15 characters

Asset Name An asset name/number can be added if requirBdst Practice if the sensor
is added to a piece of equment that has a business asset number it is recommended that

that asset number is entered here, it makes the sensor easier to locate in the future

Selecting Update will make the changes to the systems settings and the new name will appear
against the devde on both the base station and future reports.
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Selecting Cancel will return the user to the Device Configuration List.

Name change can be repeated for all devices logged onto the base station.

Path to follow is
Login>Setup> CalibratdDevice>Select DeviceSelect OffsebUpdate

If the sensor on the system are required to be calibrated then the user can add a calibration offset to
a sensor should such offset be required. The temperature recorded on the base station and within
the reports will then show this adjusted (Calibrated) temperature readiBgst Practice system
calibration should be undertaken within guidelines of the system owner requirements and be
completed by a suitably skilled person. Offsets should only be erfteegdired and the correct
calibration process has been completed.

Reference Description Offset Calibrated

Calibration Offset Screen Explained

1 Previous/Nextused to scroll through all wireless devices that have been added to the base
station

Reference;the unique displayed system referemtor each added device

Descriptiongthe name of the devices

Offsetc the current calibration offset entered against each device

Calibrated;the calibrated reading that includes the offset which will be displayed by the
system and added to the stored sga reports

=A =4 -4 4

To add a calibration offset select the description of the device to be amended (these are in blue and
underlined, click to select and enter the calibration offset screen)

Within the calibration offset screen select the offset to be added lmkizig on the dropdown box
under offset¢a range of +12 tel2 degrees can be chosen at 0.1 intervals. If the required offsetis
more than 12 degrees then referthe issue to the system retailer.

Selecting Update will make the changes to the systemawgstand the calibrated temperature will
appear against the device on both the base station and future reports.

Selecting Cancel will return the user to the Device Calibration Offset List.

Offset amendments can be repeated for all devices logged omtb#se station as required.

Path to follow is
Login>Setup> Set Devices for Bureau AccesSelect DeviceSelect Address Update

The system can be used to communicate with remote Bureau Access, this allbwar#y3o access
data on the base station remotely and use this datd4p8&rty systems. To access data the Bureau

42



PLNANER

PRESERVE / PROTECT / NURTURE

would need to use Modbus or TICP connection protocols. Referto the retailer for assistance if
Bureau Access is required.

WhensettingBureauAcded G KS I RRSR RS@OAO0Sa ySSR (G2 o6S atl
the communication protocol to be used to identify the device on the system.

Devices: Communications Protocol Addresses << Previou s | Next >>

Reference Description Address

Communications Protocol Address Screen Explained

1 Previous/Nextused to scroll through all wireless dees that have been added to the base
station

1 Reference;the unique displayed system reference for each added device

91 Description;the name of the devices

1 Addresg the address assigned to the sensor for the communication protocol to access

To add a commugations protocol address select the description of the device to be amended
(these are in blue and underlined, click to select and enter the Remote Address screen)

Within the Remote Address screen select the address for the sensor from the drop down menu
selectthe device number and this will assign tisainsor to the number selected. The data pulled to
the remote system will then correspond to the system reference selected.

Selecting Update will make the changes to the systems settings and asssgiiébeed sensor the
remote address given.

Selecting Cancel will return the user to the Communications Protocol Addresses List.

Address amendments can be repeated for all devices logged onto the base station as required.

Fault Input Setup

Path to follows
Login>Setup> Fault Input SetupSelect Fault DescriptienUpdate

If a 4 channel faultinput device is added to the system this screen allows you to select that device,
setthe names for each of the channels, set1/O polarity and setlaodece dely

Fault Trip Descriptions

—— B <<

EnabledDescriptionInput

Communications Protocol Address Screen Explained

1 Previous/Nextused to scroll through all wireless devices that have been added to the base
station
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1 Dropdown Boxg allows added device to be selected and thenneldata, polarityand de
bounce dels to be added.

Selecting Update will make the changes to the systems settings and assign the selected sensor the
remote address given.

Selecting Cancel will return the user to the Configure Device screen.
Fault amendments can be repeated for all deviogged onto the base station as required.

10.3 User Management

User Management

- Manage Users - Set User Level

Manage Users

Path to follow is
Login>Setup> Manage UsersSelect User User Managemert Update

The system allows for up to 10 users to be able to access the system, each of these 10nusers ca
set different access rights and different capabilities depending on the system owners requirements.

Manage Users allows users to be added to the system and set their basic function access, Set Users
Levels (see below) for the access levels users &tear@ending system settings.

Menu Explained

1 Namegthis is the name selected to be used for the user on the sygteraximum 10
characters

1 Initials¢thisis a shortened name reference used on Alarm/Event activities maximum 4
characters

Enabled; showsfthe useris enabled to use the system

Ack Alarmg shows if the user has access rights to acknowledge alarms
Inhibit¢shows if the user has the access rights to inhibit devices
Schedulegshows if the user has access rights to amend any a set sahedul

E
















































